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Abstract-Software testing is an investigation which aimed at evaluating capability of a program or system and determining that it meets its 

required results. Although crucial to software quality and widely deployed by programmers and testers, software testing still  remains an art, 

due to limited understanding of the principles of software, we cannot completely test a program with moderate complexity. Testing is more 

than just debugging. The purpose of testing can be quality assurance, verification and validation, or reliability estimation. Testing can be 

used as a generic metric as well. Correctness testing and reliability testing are two major areas of testing. Software testing is a trade-off 

between budget, time and quality. 

Index Terms--Software testing modules, measurement process, performance and review technique. 

——————————      —————————— 

 

1-INTRODUCTION 

esting is not just finding out the defects. Testing is 

not just seeing the requirements are Satisfied which 

are necessary in software development. Testing is a 

process of verifying and validating all wanted requirements 

is there in products and also verifying and validating any 

unwanted requirements are there in the products. It is also 

seeing any latent effects are there in the product because of 

these requirements. In software testing Scalability testing is 

to determine system behavior by increasing the load with a 

particular scaling ratio. For every scaling point all the 

performance attributes have to be determined. Also the 

factors affecting the application scaling capacity have to be 

determined. In software measurement review technique 

can apply for Scalability testing is to determine system 

behavior by increasing the load with a particular scaling 

ratio. For every scaling point all the performance attributes 

have to be determined. Also the factors affecting the 

application scaling capacity have to be determined; 

Software test documentation, Software user documentation, 

Maintenance manuals, System build procedures, 

Installation procedures and Release notes are possible 

candidates for the review.  

 

2-OBJECTIVE 

Scalability performance in software testing is commonly 

used synonymously with load testing, although many 

testing professionals would argue there are subtle 

differences. We will include both types of testing in the 

resources available here. Both forms involve measuring 

throughput of a web application based on requests per 

second, concurrent users, or bytes of data transferred as 

well as measure the performance. 

 

3-PROCESS FOR MEASUREMENT 

In the measurement of configured software there are 

several technique can be applicable  

In testing as a Software requirements specification , 

Software design description, Software test documentation, 

Software user documentation, Maintenance manuals, 

System build procedures, Installation procedures and 

Release notes are possible candidates for the review. The 

review meetings should be planned in the project plan or 

they can be held on request e.g. by the quality group.  
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Fallowing life cycle diagrams the performance of functions 

which are reliable and uses in applicable methods for 

testing. There are some way which are necessary for uses as 

well as- 

1-Load Testing: Load test is many concurrent users 

running the same program to determine whether a system 

can handle the load without compromising functionality or 

performance. 

2-Volume Testing: Volume Testing determines the 

weaknesses in the system to handle large amounts of data 

during short time periods. 

3-Stress Testing: Stress Testing determines if the system 

has the capacity to handle large numbers of processing 

transactions during peak periods. This data shall be then 

analyzed to determine the overall health of the system and 

to identify the bottlenecks problems. 

4-Functional Testing- Functionality testing validates that 

an application conforms to its specifications and meets its 

expected functional requirements. During functionality 

testing, a range of inputs as test data is created and tests are 

performed to validate if whether each feature conforms to 

the requirements. 

5-Spike testing-Spike testing is done by suddenly 

increasing the number of, or load generated by, users by a 

very large amount and observing the behavior of the 

system. The goal is to determine whether performance will 

suffer, the system will fail, or it will be able to handle 

dramatic changes in load. 

6-Security testing- Our Security Code reviews can be 

either automated or manual, but mostly a combination of 

both. Some of the components are: 

 Application Component Study 

 Questionnaire-supported Discovery 

 Risk and Attack Profiling 

 Business Impact and Risk Analysis 

 Technical Flaw Analysis 

4-RELIABILITY OF TESTING 

The reliability of a system is determines if the system will 

operate during a specified period of time. A system may be 

considered highly reliable it means it may fail very 

infrequently, but, if it is out of service for a significant 

period of time as a result of a failure, it will not be 

considered highly available, Reliability testing will tend to 

uncover earlier those failures that are most likely in actual 

operation, thus directing efforts at fixing the most 

important faults and also Reliability testing may be 

performed at several levels. Complex systems may be 

tested at component, circuit board, unit, assembly, 

subsystem and system levels. A key aspect of reliability 

testing is to define "failure. 

Software Reliability Techniques 

1-Trending reliability tracks the failure data produced by 

the software system to develop a reliability operational 

profile of the system over a specified time. 

2- Predictive reliability assigns probabilities to the 

operational profile of a software system 

5-CHECK PERFORMANSE AND 

MEASUREMENT 

In software engineering  when we performance testing to 

check scalability of software product, in general testing 

performed to determine how a  system performs in terms 

of responsiveness and stability under a particular 

workload. It can also serve to investigate measure, validate 

or verify other quality attributes system, such as reliability 

and measurement of software it’s resource usage. 

                               Performance testing is a subset of 

performance engineering in software, an emerging 

computer science practice which strives to build 

performance into the design and architecture of a system, 

prior to the onset of actual coding effort. 
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Use performance testing to establish a baseline against 

which you can compare future performance tests. As an 

application is scaled up or out, a comparison of 

performance test results will indicate the success of scaling 
the application. When scaling results in degraded performance, 
it is typically the result of a bottleneck in one or more resources. 

                                     

 

6-STRAITEGY APPLY FOR TESTING 

PERFORMANCE 

1-A test plan should be created as part of the project 

planning phase. 

2-Test strategy should refer to the requirements acceptance 

criteria that were developed as part of Requirements 

should be rejected if they fail the "Smart" test i.e. each 

requirement must be: 

 Specific i.e. Objectives should state exactly what 

will be achieved (e.g.; unambiguous); 

 Measurable i.e. Objectives must be quantifiable so 

that you will know if you have met the 

requirements 

3-A test data acquisition plan should be completed at the 

end of the architecture and design phase. 

4-Large volumes of data for should not be used for unit, 

system, integration, regression and quality assurance 

testing                                                                                                                                                                

5-A requirements traceability matrix should be used to 

outline all testing required for each requirement.  

6-The author of each architecture and design document 

should identify how the design satisfies requirements                                                                                                                                                                     

7-All code should be the subject of a peer review. 

8-Each module design specification should identify the 

specific requirements satisfied by the  

should focus on reviewing code and unit test results to 

provide additional verification that the code conforms to 

data movement best practices and security requirement.                                                                           

9-Should include a code review to address potential coding 

vulnerabilities such as: 

 Cross-side scripting. 

 Injection flaws, particularly SQL injection; 

 Malicious file execution; 

 Insecure direct object references; 

 Information leakage and improper error handling; 

 Broken authentication and session management; 

 Insecure cryptographic storage; 

 Insecure communications; 

7-LIMITATIONS 

 We cannot test a program completely  

 We can only test against system requirements 
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 Exhaustive (total) testing is impossible in present 

scenario.  

 Time and budget constraints normally require very 

careful planning of the testing effort.  

 Compromise between thoroughness and budget.  

 Test results are used to make business decisions for 

release dates.  

 Even if you do find the last bug, we’ll never know 

it  

 We will run out of time before you run out of test 

cases  

 We cannot test every path  

 We cannot test every valid input  

 We cannot test every invalid input 

8-CONCLUSIONS 

Scalability Testing: Easy to increase the performance of the 

software if the application demands it.  For example, a 

database application that gives good response time for 10 

users should be scalable for 100 users if required. 

The execution of our application build under customer 

expected configuration and customer expected load to 

estimate performance. 
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